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Esports Summer Camps Happening This Month 
 

 

  

 

St. Cloud State students and high school students 
interested in gaming, production, casting, streaming, social 
media influencing or leadership are encouraged to attend 
an Esports Immersion Camp. Participants are sure to find 
value in these sessions where Esports professionals will 
take participants through every aspect of what it takes to 
produce and play in their very own live-streamed and 
shoutcasted Esports tournament. 
 
Students who join the SCSU Esports Discord can find a 
promo code that discounts the camp down just to $99.  

   

 

IT Support for Incoming Students 
 

 

  

 

Advising & Registration (A&R) Days is an important 
opportunity for new students to experience the technology 
services the University offers. ITS prepares the computers 
that help students register during A&R Days, provides 
Campus Card, StarID and multi-factor authentication 
support, and is available to provide technology 
assistance. Students should contact HuskyTech with 
technology questions or issues. We look forward to meeting 
our new Huskies! 

   

 

Anti-Virus Software Change for macOS Computers 
 

 

  

 

To help reduce expenses and better align our anti-virus 
products with Microsoft technologies at St. Cloud State, we 
are transitioning from our current anti-virus software, Jamf 
Protect, to Microsoft Defender for all University-owned 
macOS computers on June 6th. We have successfully 
piloted this change throughout ITS with no issues.  
 
This change will apply to all macOS users on campus, 
however there should be no noticeable impact to you or your 

https://www.stcloudstate.edu/its/about/newsletter.aspx
https://www.stcloudstate.edu/esports/camps.aspx
https://discord.com/invite/4bWfuyxRHV
https://www.stcloudstate.edu/its/huskytech/default.aspx


work because of this change. If you have any questions or 
concerns, please contact your technician.  

   

 

Microsoft Teams for Storing Files 
 

 

  

 

Microsoft Teams, available through St. Cloud State's 
Microsoft Office 365 service, offers collaboration hubs 
(Teams) where conversations, meetings, files and notes can 
be accessed by anyone with access to the Team anytime, 
anywhere. Teams is ITS's recommended solution for storing 
files, allowing multiple people to edit documents 
simultaneously, easily share documents and easily access 
documents even while away from campus.  
 
Please contact ITS if your department is interested in 
transitioning files to Teams and/or if you are interested in 
Teams training.  

   

 

IT Security Tip: Report "Phishy" Emails using Outlook's Report Message Feature 
 

 

  

 

Outlook has a built-in tool that allows you to easily report 
suspicious messages. This tool initiates an automated 
process to assess a potential phishing attack, and remove 
and block that email or sender, if appropriate. More 
information about this tool is available in the Knowledge 
Base.  
 
Emails that go directly to your “Junk” folder do not need to 
be reported. If you are unsure if an email is safe or 
legitimate, contact phishing@stcloudstate.edu about your 
concerns with the suspicious email attached.   

   

 

Did You Know: Outlook Calendar Statuses 
 

 

  

 

Keeping your Outlook calendar updated is a helpful way to 
communicate your availability to others. You can indicate 
times that you are free, working elsewhere, tentatively 
available, busy or out of the office busy without having to 
grant others greater access to the details of your calendar. 
 
More information about using availability statuses on 
Outlook calendars is available on the Knowledge Base.  
 
  

   

  

Trouble viewing pictures in this email? Learn more about automatic picture downloads. 
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