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Information Technology Services’ series of monthly emails to all employees aimed at improving 

communications with campus about tips, information, technology updates and services offered in ITS. 
 

 

  
Office 365 Transition Support  

ITS is ramping up for the Office 365 transition next month, and we are readily available to assist you!  
You can find our team in bright blue “Ask Me” shirts over the next couple of months. Additionally, you can 
view information about the transition anytime on the Office 365 page or contact HuskyTech for support.  
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Partnership Highlight 
  

 
ITS partnered with the several units on campus to assist with the renovation of Eastman Hall. Our team 
managed the technology planning, coordination and installation of new technology equipment and 
ensured the work was completed without the disruption of campus-wide technology services.  
 

 

  

 
 
IT Software Renewals  
  

 

A majority of software and maintenance renewals occur during the first two months of each fiscal year 
and allow for continuity of many services and systems. If you are aware of software that is due for 
renewal, please contact ITProcurement@stcloudstate.edu to ensure we can help facilitate timely 
processing. 
 

   
  
 IT Security Tip 

 

 
Be aware of ransomware, a type of malware that infects, locks or takes control of a 
system or computer and demands a ransom from its owner to resolve the issue. 
Paying the ransom does not guarantee resolution, it only guarantees loss of the 
victim’s money and possible sharing of their banking information.  
 
Ransomware targets both home users and businesses. If your SCSU-issued device 
becomes infected with ransomware, please contact our IT security team at 
phishing@stcloudstate.edu immediately. 
 

 
 

Contact HuskyTech for technical services, support and sales. 
 
 

 
 

mailto:ITProcurement@stcloudstate.edu
mailto:phishing@stcloudstate.edu
https://www.stcloudstate.edu/its/huskytech?utm_source=email&utm_medium=link&utm_campaign=ITS-Newsletter-1907

